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in plain model in OLE correlated randomness model
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> "“Vadaptive security w/ explicit adaptive simulator*
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support arithmetic NC1 w/ black-box field access
» more efficient

extension to P/poly with black-box use of PRG

Key Technique: Direct Construction w/o Round Collapsing
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deg-3 RE -

for NC1 IR S -
O(1)-round MPC Tl

computing RE write MPC as ™~~~ --
a boolean circuit

~garble-the_ci rcuit!

The garbled circuit is
“effectively” degree-2
on preprocessed

[ABT18] local input and randomness

The garbled circuit
can be computed
by 2-round BGW

assume honest major

2-round BGW
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Any NC1 function f can be evaluated as a determinant properties

1 /Inea . 1) det(RE) = f(X)

f(%) = det rip = 2) RE £ Sim( (3
-1 X < Sim(£(%))
—1 3) RE is arithmetic
randomized encoding 4) RE has degree 3

1K02
-1 randomness- [ . ] -1 %5 |
)
1 -1 /'nea,- r 1 O/O,))
1 -1 X 1 S
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> %@ sample P, Q resp.
» i-th party samples r;1,r5 and locally compute r;1ri 5

» ri2,ri3,ri4 are jointly sampled
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> g@ sample (ri,a1),(rs,a2) from OLE correlated randomness

> 1, 13,14 are jointly sampled
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extension to P/poly with black-box use of PRG
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Thank you ! “So simple that can be taught in class.”



